
 Cyber Charter
This charter, produced as part of European Cybersecurity Month (Cybermoi/s), sets out 8
main commitments by organizations to establish a virtuous and responsible cybersecurity
framework. By ratifying this charter and promoting it, the signatories are aiming to help
bring people together around the economic and societal challenge of cybersecurity, and the
best practices to be implemented in response.

I COMMIT MACOPHARMA ORGANIZATION TO :

Make cybersecurity a strategic priority, tailored to the risks that may
affect its business.

Nominate a "cybersecurity referent" responsible for promoting and
leading the subject internally.

Raising awareness among all employees of cyber risks and the issues at       
stake for the organization.

Train its employees in good cyber-security practices and reflexes and
ensure that they are applied.

Anticipate cyber-attacks by setting up appropriate contingency plans and   
periodically checking their relevance through exercises.

Regularly assess the level of exposure to cyber risks of the various
components of its information system to implement the necessary
corrective measures. 

Rely, where necessary, on suppliers and cybersecurity service providers
with recognized skills backed up by labels or certifications.

Promote as much as possible to all its stakeholders (customers,
constituents, suppliers, partners, etc.) the challenges associated with
cybersecurity and the best practices to be observed to work and develop
its business in a trusted digital environment


